**The nature of cyber threats has changed dramatically over the past three decades**
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# Abstract

Cyber-attacks undeniably evolve over time since indoctrination of the internet, new technology and practices. This report evaluates examples of cyber-attacks over the past three decades and beyond, how they have evolved over time to present day, as well as problems faced within security management previously in conjunction with the next decade. Additionally, literature reviews are conducted on disparate sources to research related information determining such possibilities. Current findings indicate whilst a proportion of cyber-attacks are better handled currently compared to history, others are still widespread now and going forward; and with new technology arises new threats and complexities to deal with. Furthermore, cyberattacks related to social engineering will likely still prevail in the future. Finally, current legislation will not be fungible for the technological future; both the further emergence of Internet of Things, and introduction of Quantum Computing dramatically changes the landscape for security management practices.
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# Introduction

Cyber-attacks presently define as forms of cybercrime relating to illegal activity, where attacks target individuals and organisations alike; attempting to access sensitive information, compromise technology resources, from a criminal, political or personal impetus [1, p. 62], [2-4]. These attacks create fundamental issues in using technology, from hijacking information, or causing strains on resource for organisations and public alike; facing these threats when interactions occur over a network synergising with technology and internet. Therefore, this report considers forms and mutations of cyberattacks over three decades experienced by average users; including threats emerging exposed new technology in open and commercial spaces in the next decade. The report also speculates issues faced from multiple perspectives that could arise from new threats and technology.

# Cyber-attack mutation over time

An early example of a cyber-attack, could reach as far back as the late 1970’s – 1990’s as stated by Middleton [5, pp. 6–10] Where Kevin Mitnick gained unauthorised access to computer networks, by hacking – attempts to breach or access systems [6, p. 32], [7, pp. 93–94], [8, pp. 21–22], [9, p. 69], including use of social engineering - influencing people to provide sensitive information or access [10, p. 63], [11, p. 5], [12]. Furthermore, these types of attacks are still prevalent in Information Security (IS) and Risk Management today, where social engineering has evolved further. A later example recorded in 2013 by Johnson [13] quoted further in studies [14-15] demonstrates social engineering performed on an individual who received a malicious email to process an invoice, with an impersonator masquerading an official, calling to persuade them to process said invoice, which was in fact malicious code. This scenario uses social engineering derivatives such as Pretexting and Vishing – for someone to comply to an impersonator’s instructions [16, p. 7], [17]. Whilst the concept remains close to the previous example, the method or technique has become far more sophisticated and still involves human elements; Thus, provides challenges mitigating from this form of cyber-attack, as people are deemed the most error prone and manipulatable, without updated guidance and training [10, p. 63], [22, pp. 3–4].

Another evolving cyber-attack seen, becoming more complex presently involves computer viruses. One instance derives from an event in 1974 with introduction of the Wabbit Virus; a self-replicating worm to reduce or stop system performance of a computer – also known as a fork bomb [18-19]. Since then, evolution has occurred to another version of malware known as denial of service (DoS) attacks, preventing use of a network, to flooding the resource with unnecessary traffic, which a Distributed Denial of Service (DDoS) can flood from multiple sources. [9, p. 69], [20, p. 5]. An example in recent times has been recorded in Q1 2020 by Amazon where Amazon Web Services (AWS)were affected on a grand scale of over 300,000 DDoS attacks with a maximum bit rate attempting to transfer of 2.3 Terabytes [21].

In the past three decades and beyond, it can be seen from examples above how these cyber-attacks within their and technologies infancy, has grown substantially, becoming more complex and multifaceted, which creates new challenges to mitigate these types on an ongoing basis; and could continue to grow and adapt as technology does, which theories are presented in the section based on how technology - with associated cyber-attack risk – potentially advancing in the next decade.

# Challenges facing the next decade of technological advancement

As seen from above, one could argue that as technology evolves over time, as does the types of cyber-attacks facing an organisation or public alike. It is suggested the not-so-distant future will bring about the Technological Singularity; where Tzezna and Newitz [23-24] describe as a set of ground-breaking technologies, which completely changes people’s lives to the point of no return. Furthermore, Zola [25] describes it as a hypothetical future where growth in technology drastically transforms reality as we deem it to be at present, where a post-singularity world is unrecognisable. Considering above, there are several emerging and evolving technologies that challenges will be faced.

## Internet of Things (IOT)

IOT described by Shancang, Li Da and Shanshan [26], as using devices connected over a network via the use of sensors. Further explained by Kumar, Tiwari, and Zymbler [27] where the introduction of smart devices provides solutions to day-to-day challenges. Whilst this technology is still relatively newly adopted todayt, there are still risks faced with using such a technology that needs to manage to prevent issues. Such raised challenges raised in the following paper [28] still include vulnerabilities to DoS attacks and ensuring secure data transfer and authentication to name a few. These challenges are highlighted further by Chacko and Hayajneh [29] stating where IoT has been beneficial for the treatment of patients, security and privacy concerns are still prevalent such as DDoS attacks secure protection of patient’s data, especially with a new form of attack known as Medjacking – the practice of hacking a medical device with harmful intent towards a provider or patient [30-33].

## Quantum Computing

Wong [34] defines quantum computing as the use of qubits – basis states with superposition – to perform calculations on multiple basis states at the same time, where logic gates are reversible, which is not replicated in modern computing today. Due to the nature of how quantum computing operates compared with classical computing, it poses new challenges and risks not anticipated thus far. One form of risk documented is the current use of cryptography - providing secure encryption to classical computers to secure communication using cyphers, ensuring security using mathematical concepts [35, p. 44], [36]. However, quantum computing will make current encryption techniques obsolete. As stated by Costello [37] whereby quantum computers will break all encryption currently used as protection from hackers. However, Sharma [38] argues that cyber attacks from quantum computing, could be defended against via quantum computing and quantum physics, including true random number generators that could be applied to classical computers. Based on above, whilst there some potential for quantum computing to be both useful and protected against, there seems little protection and substantial risk at present if a quantum computer would be used for malicious intent against current computing systems.

# Non-technological issues to arise in the next decade

As well as challenges faced in risk management with emergence and evolution of new technology and data practices over the next decade, there will be other perspectives which need consideration outside of a technological standpoint; this may include legal, ethical, professional, or political perspectives. From one viewpoint there will be similar issues faced in the current age that will continue to exist, as well as new complications that may arise in future.

## Ethical

One Issue already started, as well as continues further, is how technology is changing the way users and organisations perform activities. Examples quoted by El-Bahrawy [39] such as streaming and subscription services whilst convenient, users have no ownership and creates a vulnerability of loss if such a service loses access for a user, or the service stops. Furthermore, services and organisations taking invasive steps on users’ information and data, to confirm identity, including unintentional or malicious misuse of it. As implied by Berman [40] further information could be taken from users to further scrutinise any they come across. As security management is aiming to provide enhanced security checks of individuals, this may encroach risk to using features of users confirming their identity; such as protected characteristics corresponding race, gender, sexual orientation [41], or financial status; if not managed effectively, bias could be re-introduced discriminating users engaged such service, increased risk of breaching the Equality Act 2010 [42], as well as the very measure to reduce certain cyber-attacks, could actually induce others being opportunely.

.

## Legal

Legislation on security management is outpaced by evolution of technology advances and practices. As proposed by Marchant [43], legal processes lack significant oversight or speed needed due to ossification to keep pace with emerging technology; unless these methods alter to accommodate a more reactive or hopefully a proactive response to security management threats, legislation in security management will always be catching up after much time has passed. However, if the concept of counter-law mentioned by Molnar [44], explained further by Ericson [45] where legislation is established to erode previous principles. Whilst indicates negative connotations to previous use in aspects of counterterrorism, the concept of counter-law could be used in security management to keep closer at pace with new technological threats.

## Professional

First and foremost, the one issue from a professional perspective for maintaining security management in the next decade, will come down to compliance and training. As inevitably, as new technology is used in the next decade, so to will new and more complex cyber-attacks, with increasingly complex business environments to work within, managing the workload of employees to keep security management as effective as it can be, and potential widening of the skills gap for cyber-security roles and the amount of skill professionals to fill them [46-47]. Not only from compliance and training, but there will also be risk by not knowing where efforts should be placed when attempting to deal with new threats to security threats, as unless a type of cyber-attack has happened before, new types could emerge that are not yet known.

# Conclusion

Technology – and the management of it – will not cease to evolve in the advancement of society known now and in the future, and so too will the threats of cyber-attacks with and against it. This report examines instances of cyber-attacks over history, and how they evolved in recent times; provided a non-exhaustive selection of examples on challenges faced in technology over the next decade potentially, as well as the non-technological issues that could be seen with it. It is believed the use of social engineering based cyber-attacks will remain a threat in which to be vigilant of, for the foreseeable. Additionally, the further development of Internet of Things (IoT) and introduction of Quantum Computing will dramatically change the landscape of security management as currently known, where additional risk will be seen. Finally, current legislation will not be suitable for the next decade of security management, and the use of counter-law could be adopted, and rapid training of professionals are required ensuring security management can be implemented effectively as possible where new and unknown threats emerge.
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